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Information Systems Control and Audit
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This book provides the most comprehensive and up-to-date survey of the field of information systems control and audit written, to serve the needs of both students and professionals.

FEATURES

- Presents the most up-to-date technological advances in accounting information technology that have occurred within the last ten years.
- Coverage includes conducting an information systems audit; frameworks for management and application controls; audit software; concurrent auditing techniques.
- Includes chapter summaries at the beginning of each chapter.
- Includes 20-30 review questions, multiple choice questions as well as 5-8 mini cases at the end of each chapter.